
Have you ever received fake email misusing the

name of famous company or organization?

If you click link in email message or open a file,

your personal information may be stolen.

We show you some examples of security measures！

B e w a r e o f f a k e
email which looks
like real!

①Don't click URL in email

which you don't know

Criminal sends you email which

attracts your interest in a timely

manner. Don't open email which you

don't know and delete it!

③Check sender if you are

not sure if that mail is

real.

I received email

from you・・・

②Be careful even if mail

is from someone you know

Sender may pretend to be

someone you know !
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